
Broomwood Primary School Computing and 
E-Safety Policy Draft 

 
Introduction 

This policy outlines the practices followed in the teaching of Computing and E Safety at Broomwood Primary 
School. 
 

Rationale 

Computing changes the lives of everyone. Through teaching the skills of computing we equip children with the 
skills required to participate in a rapidly changing world where work and leisure activities are increasingly 
transformed by technology. We enable them to find, explore, analyse, exchange and present information as well 
as using computing skills to programme or use equipment for a range of activities. We also focus on developing 
the skills necessary for children to be able to use information in a discriminating and effective way, validating it 
before accepting its accuracy. Children also learn how to stay safe whilst using the internet and how the use of 
computing can help them become creative, independent learners, by taking the laborious routine out of some text 
and information tasks. 

 
E-
technology. They will be taught what internet use is acceptable and what is not. They will learn how to use the 
internet safely and what to do if they see something that upsets them. This is important as the internet is an essential 
element in 21st century life for education, business and social. 

 

Vision / Mission Statement 

Our school Vision is  
 

 

The Aims of the Subject 

National Curriculum Aims: 

The national curriculum for computing aims to ensure that all pupils: 
 
- Can understand and apply the fundamental principles and concepts of computer science, including 
abstraction, logic, algorithms and data representation 

 
- Can analyse problems in computational terms, and have repeated practical experience of writing computer 
programs in order to solve such problems 

 
- Can evaluate and apply information technology, including new or unfamiliar technologies, analytically to solve 
problems 

 



- Are responsible, competent, confident and creative users of information and communication technology 
At Key stage 1 Pupils are taught to: 

- Understand what algorithms are; how they are implemented as programs on digital devices; and that programs 
execute by following precise and unambiguous instructions 

 
- Create and debug simple programs 

 
- Use logical reasoning to predict the behaviour of simple programs 

 
- Use technology purposefully to create, organise, store, manipulate and retrieve digital content 

 
- Recognise common uses of information technology beyond school 

 
- Use technology safely and respectfully, keeping personal information private; identify where to go for help and 
support when they have concerns about content or contact on the internet or other online technologies. 

 
At Key stage 2 Pupils are taught to: 

 

- Design, write and debug programs that accomplish specific goals, including controlling or simulating 
physical systems; solve problems by decomposing them into smaller parts 

 
- Use sequence, selection, and repetition in programs; work with variables and various forms of input and output 

 

- Use logical reasoning to explain how some simple algorithms work and to detect and correct errors in 
algorithms and programs 

 
- Understand computer networks including the internet; how they can provide multiple services, such as the world 
wide web; and the opportunities they offer for communication and collaboration 

 
- Use search technologies effectively, appreciate how results are selected and ranked, and be discerning in evaluating 
digital content 

 
- Select, use and combine a variety of software (including internet services) on a range of digital devices to design 
and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, 
evaluating and presenting data and information 

 
- Use technology safely, respectfully and responsibly; recognise acceptable/unacceptable behaviour; identify a 
range of ways to report concerns about content and contact. 

 
Our School aims to do this by: 

As part of a broad and balanced curriculum we aim to give all our pupils the opportunity to undertake a 
balanced programme of computing activities which show progression and continuity. Through these activities the 
children will develop the following skills:  

 
• Creativity and original thinking 
• Problem solving 



• Perseverance 
• Ability to listen carefully 
• E  editing) 
• Ability to use a range of computing skills with confidence and sense of achievement 
• Ability to find, select and use information 
• Ability to use computing for effective and appropriate communication 

• Ability to programme, monitor and control events and applications 
• Understanding of how to stay safe online 
• Understanding of the uses of computing and its place in society 
• Understanding of the capabilities and limitations of computing 
• Understanding of the implications and consequences of the use of computing. 

 
We aim to offer the above skills by integrating them into our thematic curriculum throughout each topic. The 
skills should not only show the progression through a series of lessons, but also across the year groups. We 
aim to provide this within a positive and enjoyable atmosphere, which will inspire all children to learn and 
grow and allow them to achieve, believe and succeed for a brighter future. 

 
Implementation of Computing at Broomwood Primary School 

 

A high-quality computing education equips pupils to use computational thinking and creativity to understand and 
change the world. Computing has deep links with mathematics, science, and design and technology, and provides 
insights into both natural and artificial systems. 

 
In our school computing is taught through the 3 core areas: computer science, information technology and digital 
literacy, ensuring a broad and balanced curriculum. 

 
The core of computing is computer science, in which pupils are taught the principles of information and 
computation, how digital systems work, and how to put this knowledge to use through programming. 
Programming is taught in a progressive way, moving from programmable toys in EYFS to Scratch Jr, Hopscotch and 
Daisy in KS1 and Scratch, Python and app development in KS2. This learning is done within our topics and once the 
skills have been developed the enquiry-based challenges, which require children to apply the skills have a clear brief 
and intended user, giving purpose to their learning. 

 
Building on this knowledge and understanding, pupils are equipped to use information technology to create programs, 
systems and a range of content. A knowledge led approach ensures that children have the opportunities to develop 
topic specific vocabulary and encourages the children to become articulate learners. 

 
Computing also ensures that pupils become digitally literate  able to use, and express themselves and develop their 
ideas through, information and communication technology  at a level suitable for the future workplace and as active 
participants in a digital world. One example of this is word processing skills, which are taught explicitly in KS1, 
whereas in KS2 they are used within lessons from other subject areas (e.g. 
Literacy) to embed these skills in the curriculum and show the children how they can be used in real situations. 

 
Computing clubs at our school offer children further opportunities to develop their computing skills and build on their 
own interests. IPAD club have enjoyed basic coding and creating stop-motion animation films. Code club have 
deepened their understanding of algorithms and have even sent some of their coded messages to the ISS 



(International Space Station). 
 
Children are prepared to be safe when using technology through E-safety teaching. This is covered at the start of 
each session and we also celebrate an E-safety day where this becomes a whole school focus and children develop 
and deepen their understanding through memorable experiences. 
 

How it fits into the overall curriculum 

Computing is taught across the school by being linked to the thematic curriculum on a two-year rolling 
programme, where possible. Where this is not possible, the lessons are taught discretely alongside the thematic 
curriculum and through themed days. 

 

Computing in the Thematic Curriculum 

We meet the requirements of the New Primary Curriculum through our thematic curriculum. All children throughout Key 
stage 1 and 2 are be given access to computing teaching throughout each topic. 

 
A long-term plan has been created to show how the blocks of computing have been matched with our thematic 
curriculum (Appendix A). Planning is taken from the Kapow schemes of work, however the activities in the 
scheme are used as a guideline and the objectives may be covered with activities more fitted to our topics. 

 

How is the subject taught at each Key Stage, including Foundation Stage? 

It is anticipated that the majority of activities will be undertaken with whole class groups. Teachers will use their 
own judgement as to when and how children should be grouped at these times. Some opportunities for individual 
work and experimentation should also be provided. A range of resources will be used across the school, including 
Computers, iPads, Lego WeDo, Bee Bots, sound buttons, talking books, remote control cars, cameras and laptops. We 
aim to vary the teaching methods within each lesson in order to provide constant reinforcement for the computing 
skills being learned. Kagan structures are used to ensure all children are involved and to encourage partner and 
group work and evaluation. 

 
E-safety will be mentioned at the start of each session to remind children and ensure they stay safe. We remind 

tell an adult you trust -safety rules are on display in all 
networked rooms and are discussed with the children. All pupils are given lessons on E-Safety appropriate to their 
age group scheduled throughout the year taken from Kapow (this can also be done using Childnet and thinkyouknow 
online resources). 

 
We recognise that all classes have children with widely differing computing abilities. this is especially true when 
some children have access to computing equipment at home, while others do not. In school we provide suitable 
learning opportunities for all children by matching the challenge of the task to the ability and experience of the 
child. We achieve this in a variety of ways by: 

- Setting common tasks which are open ended and have a variety of responses 
- Setting tasks of increasing difficulty 
- Grouping children by ability in the room and differentiating tasks 
- Providing resources of different complexity that are matched to the ability of the child 
- Using classroom assistants where available to support the work of individual children or groups. 

 
In the Early years children have access to computing through focus tasks and inside and outside continuous 



provision. The children will be encouraged to experiment with a range of resources including cameras, bee bots, 
remote control cars and sound buttons. They learn basic computing vocabulary. 

 
Computing is used in our other lessons too. As the aims of computing are to equip children with the skills necessary to 
use technology to become independent learners, the teaching style we adopt is as active and practical as possible. While 
at times we do give children direct instructions to use hardware and software, the main emphasis of our teaching is in 
individuals or groups of children using technology to help them in whatever they are studying. So, for example the 
children might research a topic using the internet. We encourage children to explore ways in which computing can be 
used to improve their results, for example, how a piece of writing can be edited or how the presentation of a piece of 
work could be improved using publishing software. 

 
Impact 

Our knowledge based curriculum, which is broad and balanced, enables children to develop skills in computing 
which will prepare them for their futures. it provides a solid base for them to further develop their knowledge of 
coding and digital design and provides them with word processing and data analysis skills which will be useful in 
high school and their futures. 

 

Planning 

Objectives are taken and used from the Kapow scheme of work which has been tailored for our rolling 2-year long 
term plan. To ensure that the children are able to access all objectives, whenever a new topic is planned, care is 
taken to give children new experiences to ensure progression of skills. 

 
Planning is written as a 2-year rolling programme, so can be integrated or used alongside the thematic planning 
(dependent on the topic). It is written to be taught using the resources easily accessible to all teachers. 

 

Assessment 

Children are assessed at the end of each topic through a quiz and knowledge capture. (See appendix B) 
 
At the end of the year children will receive an effort grade and a level for Computing (Emerging, expected or 
exceeding) in their report and on Target Tracker for subject monitoring. 

 

Equal Opportunities 

The School welcomes and values disabled people to be an active part of school life. 
 
Broomwood Primary School is keen to make sure that we do not make it difficult for disabled children, young people 
and adults to be involved in every part of school life. We have a legal duty not to discriminate against disabled 
people and to monitor how many of our pupils. Staff, parents/carers and governors are disabled under the Disability 
Discrimination Act 2005. 

 
Broomwood Primary School recognises that disabled people are very diverse and include people with a physical 
impairment, visual impairment, hearing impairment, learning difficulty, specific learning difficulty (e.g. dyslexia), 
mental health issues, people who are deaf, British sign language users and people with long term health conditions. 

 



Pupils with Special Educational / Gifted and Talented Needs in Computing 

Teachers strive to identify and address any special educational requirements so that all pupils are enabled to 
participate in Computing as fully as possible. For instance, all pupils are given their turn in class work, without 

the confidence to be an active member of the group. Support for the more demanding tasks is provided by the support 
teacher, the class teacher or by peers. Appropriate provision is made, where necessary, for children with special needs. 

 
Children who are perceived as particularly talented within Computing must be allowed to progress further by 
having their learning requirements met through differentiation. Appropriate provision is made to accommodate for 
such children. One example of this is a Computing club in which children work on more complex coding and will 
be sharing their programmes. 

 
An extra-curricular club is provided to children, after school (45 min session). This is an opportunity for them to take 
part in more fun activities and to develop their computing knowledge further. 

 

Parental involvement 

Parents are informed of the topics children are learning about through the school website. Parents are invited to 
some activities which take place within school. 

 
A brochure is distributed to parents, including information about how to be safe online and support their child in 
Computing (Appendix C).  
 
As a school we have signed up to the National Online Safety portal (https://nationalonlinesafety.com/) This allows 
parents and staff to access resources to keep children safe online. (See appendix H) 

 

Health and Safety 

Health and safety assessments are carried out for trips. Risk assessments have been carried out for craft related 
activities, such as the use of scissors. Risk assessments are also available for the use of the playground / hall which 
may be used for some activities. All teachers are aware of these risk assessments and use them in their teaching. 
They are available at the school office. 

 

Resources 

There are a number of Computing resources available in school  these include iPads, Bee Bots, computers, laptops, 
remote control cars, sound buttons and talking books. Most classes have a class computer which can be used by the 
children. All classes have a visualiser to show work. 

 

Managing Internet Access 

Information system security: 
- School ICT system capacity and security will be reviewed regularly 
- Virus protection will be updated regularly 
- Security strategies will be discussed with Trafford LA 

 
Email 

- Pupils may only use approved email addresses on the school system (these are set up as bps_@gmail.com  

https://nationalonlinesafety.com/
mailto:bps_@gmail.com


numbers 1  34) 
- Pupils must immediately tell a teacher if they receive an offensive email 
- Pupils must not reveal personal details of themselves of others in email communication, or arrange to meet 

anyone 

- Email sent to an external organisation should be written carefully and authorised before sending, in the same 
way as a letter written on school headed paper 

- The forwarding of chain emails is not permitted. 
- Staff all have work emails  these link to their Google drive (they are set up as 

staff1stname.staff2ndname@broomwoodprimary.co.uk) 
 

Managing filtering 
- The school will work with the LEA/ DfES and the internet service provider to ensure systems to protect pupils 

are reviewed and improved. 
- The school has monitoring and filtering provided by Smoothwall (See appendix G) 
- Regular checks will be made to ensure that the filtering methods selected are appropriate, effective and 

reasonable. 
 

The School Website 

Broomwood Primary School values the contribution that the school website can make to the life and role of the school in 
a modern society. Broomwood Primary website has 5 important roles: 

- To promote the school 
- To provide information to prospective parents and teachers, the wider community and the world 
- To act as a communication channel between teachers, parents, pupils and school management 
- To improve pupil learning 
- To raise standards in teaching and learning 

 
Safeguards: 

- The safety of children or other users who appear or are referred to on the site is of paramount importance. 
 
Publishing names, images and work: 

- Mr Walker). 
-  names will be published as their first name only. 
- Any images of children will not be labelled with their names 
- Children will only be shown in photos where they are suitably dressed 
- Personal details of children, staff and governors, such as home addresses, telephone numbers, email addresses, 

etc. will not be released via the school website or email. 
 
Privacy: 

- Adults have the right to refuse permission to publish their image on the site 
- Parents have the right to refuse permission of their  work and / or image to be published on 

the site. (A text message is sent out to parents when work will be used). 
 
Monitoring: 

- Teachers all have usernames to log into the school site. They will check material before it is uploaded to ensure 
that it is suitable and complied with the record of objections held by the Headteacher and with copyright laws 
(as far as possible). 

- Teachers will update their class pages each half term. This will be monitored.. 
- Subject leaders will be required to keep their curriculum area of the page up to date. This will be monitored. 

mailto:staff1stname.staff2ndname@broomwoodprimary.co.uk
mailto:staff1stname.staff2ndname@broomwoodprimary.co.uk


- The web pages will be regularly reviewed for accuracy and will be updated as required. This will be the 
responsibility of the Site Administrator and school management. 

Maintenance and editing: 
- At least two people should have the knowledge to maintain and edit the site and they must pass on this 

knowledge to a successor at the end of a term of office. 
 

Social Networking and Personal Publishing 

- The use of social networking sites for personal use is not allowed on school equipment, or during working 
hours. 

- Social networking sites can be used to build class pages, but this must be monitored by the teacher who sets 
it up, and is at the discretion of the Headteacher. 

- Blogs can be used as a class activity, but this must be monitored by the teacher who sets it up, and is at the 
discretion of the Headteacher. 

- Newsgroups will be blocked unless a specific use is approved. 
- Pupils will be advised never to give out personal details of any kind which may identify them or their 

location. 
- Pupils and parents will be advised that the use of social network spaces outside school is inappropriate for 

primary aged pupils. 
 

Emerging Technologies 

- Emerging technologies will be examined for educational benefit and a risk assessment will be carried out before 
use in the school is allowed. 

- Mobile phones will not be used in lessons or formal school time. The sending of abusive or inappropriate text 
messages is forbidden. (With the agreement of the head, mobile phones may be used by outside agencies for 
music). 

- Smart technology (such as smart watches), may be worn by staff, but they must not have a camera. 
- Staff will be issued with the school phone when contact with pupils around is required (e.g school trips). 

 

Protecting Personal Data 

Personal data will be recorded, processed, transferred and made available according to the Data protection Act 1998 
and GDPR regulations. 

 
From time to time pupil data and photographs may be required to be taken off site, if this happens the following 
procedures will apply: 

- Only necessary personal data / photos will be taken off site 
- All laptops must have a password to protect the data on them. 
- All laptops which are used off site must have a further username and password to get through an encryption 

barrier. This is applied to all teacher laptops and is paid for annually. 
- Any personal photographs of pupils which are required to be taken off site by staff will be transported on school 

laptops (they will not be on a pen drive or memory card), unless in the event of a trip (class trip, teams playing, 
choir in the community, etc) in which case they will be taken on a memory card and transferred as soon as 
possible. 

- USB sticks may not be used. 
- All data/ photographs will be stored in a password protected file. 
- Staff personal cameras / mobile phones will never be used to hold data or take photographs of pupils. 



 
 
Policy Decisions 

Authorising internet access 

- All staff will read and sign the  ICT Use  before using any school computing 
resource (Appendix F). 

- The school will keep a record of all staff and pupils who are granted internet access. The record will be kept 
up to date. 

- At KS1, access to the internet will be by adult demonstration with directly supervised access to specific, 
approved on line materials. 

- Parents will be asked to sign and return a consent form (a letter is sent out when a child starts the school to 
gain permission). 

 
Assessing risks 

- The school will take all reasonable precautions to ensure that users access only appropriate material. However, 
due to the international scale and linked nature of Internet content, it is not possible to guarantee that unsuitable 
material will never appear on a school computer. The school cannot accept liability for the material accessed, 
or any consequences of Internet access. 

- The school will audit computing provision to establish if the E-Safety policy is adequate and that its 
implementation is effective. 

 
Handling E-Safety complaints 

- Complaints of Internet misuse will be dealt with by a senior member of staff 
- Any complaint about staff misuse will be referred to the head teacher. 
- Complaints of a child protection nature must be dealt with in accordance with the school child protection 

procedures. 
- Pupils and parents will be informed of the complaints procedure. 

 

Infringements 

Whenever a student or staff member infringes the E-Safety Policy, the final decision on the level of sanction will be 
at the discretion of the school management. The behaviour policy will be followed to deal with any e-safety and use 
of technology infringements. 

 
The following are provided as exemplification only: 

 

Students 

Category A infringements 
- Use of non-educational sites during lessons 
- Unauthorised use of email 
- Unauthorised use of mobile phone (or other new technologies) in lessons e.g. to send texts to friends 
- Use of unauthorised instant messaging / social networking sites 

[Possible Sanctions: referred to class teacher / senior manager / e-Safety Coordinator] 
 
Category B infringements 

- Continued use of non-educational sites during lessons after being warned 



- Continued unauthorised use of email after being warned 
- Continued unauthorised use of mobile phone (or other new technologies) after being warned 
- Continued use of unauthorised instant messaging / chatrooms, social networking sites, NewsGroups 
- Use of Filesharing software e.g. Napster, Vanbasco, BitTorrent, LiveWire, etc 

- Accidentally corrupting or destroying others' data without notifying a member of staff of it. 
- Accidentally accessing offensive material and not logging off or notifying a member of staff of it 

[Possible Sanctions: referred to Class teacher/ e-safety Coordinator / removal of Internet access rights for a 
period / removal of phone Until end of day / contact with parent] 

 
Category C infringements 

-  others 
- Sending an email, MSN message, snapchat, etc that is regarded as harassment or of a bullying nature 

(one-off) 
- Deliberately trying to access offensive or pornographic material 
- Any purchasing or ordering of items over the Internet 
- Transmission of commercial or advertising material 

[Possible Sanctions: referred to Class teacher / e-safety Coordinator / Headteacher / behavIOUR lead 
/ removal of Internet access rights for a period / contact with parents / removal of eqUIpment] 
Other safeguarding actions 

 
If inappropriate web material is accessed: 

1. Ensure appropriate technical support filters the site 
2. Inform LEA as appropriate 

 
Category D infringements 

- Continued sending of emails or MSN messages regarded as harassment or of a bullying nature after being 
warned 

- Deliberately accessing, downloading and disseminating any material deemed offensive, obscene, 
defamatory, racist, homophobic or violent 

- Receipt or transmission of material that infringes the copyright of another person or infringes the conditions 
of the Data Protection Act, revised 1988 

- Bringing the school name into disrepute 
[Possible Sanctions  Referred to Head Teacher / Contact with parents / possible exclUsion / removal of eQUipment / 
refer to CommUnity Police Officer / LA e-safety officer] 
Other safeguarding actions: 

1. Secure and preserve any evidence 
2. -mail service provider 

 
Staff 

 

Category A infringements (Misconduct) 
- Excessive use of Internet for personal activities not related to professional development e.g. online 

shopping, personal email, instant messaging etc. 
- Use of personal data storage media (e.g. USB memory sticks) without considering access and 

appropriateness of any files stored. 
- Not implementing appropriate safeguarding procedures. 

- Any behaviour on the world wide web that compromises the staff members professional standing in the 
school and community. 



- Misuse of first level data security, e.g. wrongful use of passwords. 
- Breaching copyright or license e.g. installing unlicensed software on network. 

 
[Sanction - referred to line manager / Headteacher. Warning given.] 

 
Category B infringements (Gross Misconduct) 

- Serious misuse of, or deliberate damage to, any school / Council computer hardware or software; 
- Any deliberate attempt to breach data protection or computer security rules; 
- Deliberately accessing, downloading and disseminating any material deemed offensive, obscene, 

defamatory, racist, homophobic or violent; 
- Receipt or transmission of material that infringes the copyright of another person or infringes the conditions 

of the Data Protection Act, revised 1988; 
- Bringing the school name into disrepute. 

 
[Sanction  Referred to Headteacher / Governors and follow school disciplinary procedUres; report to LA 
Personnel/ HUman resoURCes, report to Police] 

 
Other safeguarding actions: 
▪ Remove the PC to a secure place to ensure that there is no further access to the PC or laptop. 
▪ Instigate an audit of all ICT equipment by an outside agency, such as the schools ICT managed service 

providers - to ensure there is no risk of pupils accessing inappropriate materials in the school. 
▪ Identify the precise details of the material. 

 
If a member of staff commits an exceptionally serious act of gross misconduct they should be instantly suspended. 
Normally though, there will be an investigation before disciplinary action is taken for any alleged offence. As part of that 
the member of staff will be asked to explain their actions and these will be considered before any disciplinary action is 
taken. 

 
Schools are likely to involve external support agencies as part of these investigations e.g. an ICT technical support service 
to investigate equipment and data evidence, the Local Authority Human Resources team. 

 
Child Pornography 

In the case of Child Pornography being found, the member of staff should be immediately suspended and the Police 
should be called: see the free phone number 0808 100 00 40 at: 
http://www.met.police.uk/childpornography/index.htm 

 

Anyone may report any inappropriate or potentially illegal activity or abuse with or towards a child online to the Child 
Exploitation and Online Protection (CEOP): 

 
http://www.ceop.gov.uk/reporting_abuse.html 

 

http://www.iwf.org.uk 
 

Role of the subject coordinator 

- To support, advise and work with colleagues in developing the Computing curriculum, policy and schemes of 

http://www.met.police.uk/childpornography/index.htm
http://www.ceop.gov.uk/reporting_abuse.html
http://www.iwf.org.uk/


work that reflects the requirements of the National Curriculum. 

- To monitor the implementation of the new computing curriculum and ensure that there are appropriate links 
with topics covered 

- To support and monitor that staff are using the computing assessment through topic book scrutiny. 
- To produce and revise the Computing and E-Safety policy in accordance with the  

format 
- To ensure there in an E-Safety display up in every classroom and one within ICT areas in school 
- To create an action plan and share it with the link governor 
- To complete the SEF ICT 
- To attend courses and read up to date articles to keep up with current issues in ICT and cascade this 

information to staff through staff meetings 
- To liaise with the ICT technician within the school 
- To manage the purchase and maintenance of ICT resources 
- To prepare a business plan to bid for the ordering of new ICT resources within the allocated budget 
- To monitor Computing teaching and learning throughout the school through observation of lessons; learning 

walks and work scrutiny (complete at least two across the year). Ensure that staff are appropriately using 
cameras, visualisers, IPADs etc. to enhance teaching and learning. 

- To report to the head teacher and governors as and when required 
- To encourage links with high schools and other primary schools to enhance computing within the school 
- To ensure there in an extra-curricular ICT provision throughout the year and that G&T pupils are catered for. 

 
Role of the Headteacher 

To monitor the planning and teaching of Computing throughout the school. 
 

Policy review 

This policy will be reviewed and revised in line with the developments in the Primary Curriculum and the school 
development plan. 

 
Reviewed March 2023 S Walker 

 
Approved by Governing Body   
Date    



Appendix A – Long term plan 
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Year B 

 

 
 



 
 

 
 

 

 



 

 
 



 
 

 



Appendix B – Assessment sheet (example) 

 



Appendix C – E Safety Brochure for Parents 



 



Appendix D – Student agreement forms 

Foundation & KS1 Computing User Agreement 
 

 
 

 

We only use the internet when an adult is with us 
 

 We can click on the buttons or links when we know what 

they do. 
 

 

 

We always ask if we get lost on the Internet. 
 

 
If we see something we don’t like we turn off the screen 

and tell an adult. 

 

 

 

We can send and open emails together. 
 

 We can write polite and friendly emails to people 

that we know. 
 

 

 

We look after equipment and leave it how we 

found it. 

 

 

 

 

• I understand the school E-safety rules. 

• I will use the computer, network, Internet access and other technologies in a responsible way at all 

times. 

• I know that network and Internet access may be monitored. 

 
 

Signed   Date    



KS2 Computing User Agreement 
 

 

• I understand the school E-safety rules. 

• I will use the computer, network, Internet access and other technologies in a responsible way at all 

times. 

• I know that network and Internet access may be monitored. 

 
 

Signed   Date    

• 

• 

• 

 

• 

• 

• 

• 

• 

• 

• 

We ask permission before using the Internet. 

We only use websites that an adult has chosen. 

We immediately turn off the screen and tell an adult if we see 

anything we are uncomfortable with. 

We only e-mail people an adult has approved. 

We send messages that are polite and friendly. 

We never give out personal information or passwords. 

We never arrange to meet anyone we don’t know. 

We do not open e-mails sent by anyone we don’t know. 

We do not use Internet chat rooms. 

We look after equipment and leave it how we found it. 



Appendix E – Kapow 

 

 

 

 

 

 

 

 



 

 

 



Appendix F – ‘Acceptable Use Policy’: Staff agreement form 
 



 
 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Appendix G – Smoothwall 

 
 

 

 



 
 

 

 



Appendix H – National Online safety 

 


